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SAFEGUARDING POLICY AND PROCEDURE – 2 of 2 
 
This policy and procedure is now covered by two documents, due to the fact that the original single 
document would not load to CANW’s Intranet, due to its size. 
 
This document (2 of 2) contains the flowcharts and the forms 
 
The other document (1 of 2) contains the words 
 
It is strongly recommended that the two documents should be treated and read as one. 
 
Contents (2 of 2) 
 

• Safeguarding Procedure / Flowcharts 

• Flowchart of Management Notification 

• Information Sharing Flowchat 

• Appendix A : Local CSE Team Contacts and Guidance 
 

Contents (1 of 2) 
 

1 Who this policy applies to 
2 Safeguarding policy statement 
3 The purpose of the policy 
4 Legal framework 
5 Concept of significant harm 
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6 Definitions 
7 What constitutes abuse and neglect 
8 Types of abuse 
9 Other safeguarding indicators 
10 How to respond to safeguarding concerns 
11 Taking steps to protect 
12 Early help assessment 
13 Referring to children’s care 
14 Recording of information 
15 Information sharing and confidentiality 
16 Professional abuse 
17 Parent and child placements 
18 Information Technology (Internet Abuse) 
19 Use of cameras or recording equipment 
20 British Association of Counselling and Psychotherapy (Ethical Framework), Guidance for Counsellors / 

Therapeutic Staff 
21 Training / Induction 
22 Section 11 safeguarding self-assessment tool 
23 Designated persons 
24 Cross-reference – related organisational policies and procedures 
25 List of abbreviations 
26 Useful contact numbers / safeguarding websites / resources 
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 Safeguarding Procedure / Flow Charts 

 

 

 

Practitioner has concerns about a child’s / young person’s welfare

Complete CANW SIR and 
submit to line manager 

 

Practitioner  
(Care & Accommodation / Community Based Services)  

has concerns about  
a child’s / young person’s welfare 

No further safeguarding action 
required, although may need to 

ensure appropriate support services 
in place Signpost to other agency as 

appropriate 

Manager or Senior 
Member of Staff to 

seek advice if 
necessary from 

CANWs 
Safeguarding 

Named Persons 

Practitioner discusses concerns 
with Line Manager / or Senior 
Member of Staff as soon as 
possible / safe to do so and 

where school based inform the 
Designated Safeguarding Lead 

immediately 

Practitioner to seek 
advice and guidance 
with regard to future 

contact with the child / 
young person and 

informing the parents / 
carers of concerns / 

actions taken (refer to 

sharing information 
protocols) 

Concerns still exist? Concerns no longer exist? 

Manager to support the Practitioner 
to make a verbal referral as per 

Local Safeguarding Children’s Board 
procedures and to complete a written 
referral or CAF form and provide any 
supporting documentation / evidence 
include the SIR form (on the same day if 

possible / within 24 hours) 

Ensure all information is recorded on 
child’s / young person’s case file as 
per CANWs Safeguarding Policy / 

Procedure 

Ensure all necessary information is 
recorded on child’s / young person’s 

case file as per CANWs 
Safeguarding Policy / Procedure 

Continue to monitor / support  
– If appropriate 

No 
action 
Taken 

Decision made to refer concerns / 
seek advice from the appropriate 

Children’s Services Department or 
Emergency Duty Team. 

Complete Safeguarding Incident 
Report 
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Project Administrator / Central office receives a public enquiry expressing concerns

If the child / young person is 
known to CANW services 

If the child / young person is not 
known to CANW services  

Inform the caller that you are 
unable to discuss their concerns and 
that they need to contact their local 
Children’s Services for advice or to 
make a referral. (Please give the 

necessary contact details). 
  

Contact the service / project direct 
and ask to speak to the manager – if 
manager not available ask to speak 
to a senior member of staff in the 

first instance (if not available – speak 
to a staff member) and explain the 

situation. Confirm contact details and 
pass on information for the team to 

follow through. 

Ensure that you have access to an 
up to date contact list for Children’s 

Services / Emergency Duty Teams in 
your local area. 

 
If you are not able to locate the 

details in your office – access the 
contact details via the Internet i.e. 

www.cumbria.gov.uk 
 

Record the details in the 
safeguarding log book (Date / Time / 

Contact details / name of child / 
action taken) and sign the entry. 

Record the details in the safeguarding log 
book (Date / Time / Contact details / name 
of child / action taken) and sign the entry. 

Followed by Safeguarding Incident 
recording (SIR) to the Strategic Director 

Inform the caller that you will 
contact the named service / project 
and ask for a senior member of staff 
or manager to contact them by return 
call to discuss their concerns further 

and give appropriate advice. 

Do not enter into dialogue regarding their concerns, seek clarification re 
their name, contact details, their relationship to the child and the child’s / 

young person’s name, address, d.o.b, school and contact details and 
clarify whether or not the child / young person has access to any of 

CANW’s services / projects. 

If in doubt always seek advice from CANW’s Designated Safeguarding 
Person (contact details in Section 23 of the 1 of 1 version of this policy) 

 
A young person telephones 

the office in distress 

 

Keep talking on telephone. 
 

Ask for contact details. 
 

(Do not promise to keep secret) 

 
 
 
 
 
 

Seek assistance 
from a 
CANW 

Social Worker 
to attend 

the  
Main Office 

to talk  
to the 

young person 

 
 

Project Administrator / Central office staff receive telephone call / or 
enquiry from a member of the public to discuss their concerns in 

relation to a child / young person. 

http://www.cumbria.gov.uk/
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Confirm 
in writing 

Confirm 
in writing 

Strategy Meeting 
Share information and to 

allocate tasks 

Consideration if 
immediate action to 
safeguard children is 

requested. 

NFA CIN S47 

Investigation 
By ICS were carer lives 

 

Outcomes 

Review of foster carers 
approval 

LADO Let placing LA 
SW know 

Outcomes brought to 
panel 

CANW Ofsted  Children’s 
Services 

LA where Carer lives 

 

Complaints and 
Allegation tracker 

Complete Schedule 7 
 

(Authorised by Head of 
Service or Strategic 

Director) 

Significant Event 
Record 

Record on Case 
Progress Record 

(Care & Accommodation Services) 
CANW becomes aware of allegation 

against carer, family member etc. 

SSW, Head of Service or 
Strategic Director 
consideration of 

placements on hold 

Inform carer of Fostering 
Network Support and 

Agency Support 

Allocate independent 
contact outside of CANW 

Inform foster carer of 
outcome 

Allegation 
Substantiated 

Allegation 
Unsubstantiated 

De-registration 
process via Panel 

 

Panel 

Allegation 

Unfounded 

(disproved) 

Allegation 
Malicious 
invented or 

 

Panel 
  

 

Panel 
  

Follow up 
information 
submitted to 

Ofsted 

Care Services Procedure (Care & Accommodation Services) 
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Flow Chart for management notification 

 

 
 

Report to Trustee Board

Learning noted and disseminated alongside any changes to practice policies and procedures

Report compined for Safeguarding Sub Group.

Streategic  Director to complete final check and sign off within 24 hours of reciept

SIR filed in Central Office.

Line Manager to ensure Incident, actions, outcome recorded on case note 

Pass to  Head of Service /Strategic Director within 48 hours of incident occurring

Line Manager to check compliance and actions completed and recorded.

Passed to Line Manager within 24 hours

Safeguarding Incident Noted

Safeguarding IncidentReport (SIR) Completed by staff member
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Information Sharing Flowchart 
 
 
 

Is there a legitimate purpose for 
sharing information? No Yes 

Does the information enable a person 
to be identified? Yes No 

Is the information confidential? 
(see paragraph 10.1) No 

Yes No 

Yes 

Do you have a statutory obligation or 
court order to share? 
(see paragraph 10.1) 

No Yes 

Is there sufficient public interest or 
safeguarding concern to share? 

(see paragraph 10.1) 

Yes No 
You can 

share 
Do not 
share 

Share information: 

• Identify how much information to share. 

• Distinguish fact from opinion. 

• Ensure that you are giving the information to the right person. 

• Inform the person that the information has been share if they were not aware of this 
and if it would not create or increase risk of harm. 

Record the information sharing decision and your reasons on the case file 

Seek advice from your manager or designated person if you are not sure what to do 
at any stage and ensure that the outcome of the discussion is recorded 

You are asked to or wish to share 
information 
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APPENDIX A :  Local CSE Team Contacts and Guidance 
 
Intelligence and information sharing hold two different significances   
 
INTELLIGENCE is where the original source is known. It can include knowledge, data, objects, events, or facts 
which are sought or observed. It is considered the "raw material" for Intelligence. It is relevant to Engage’s line of 
business, it can form part of an ongoing enquiry, it can relate to criminality, it can provide background information, 
it can fill in blanks, and it can identify behaviour trends, hotspot areas and potential offenders.   
INFORMATION is where the original source is not known.  It includes hearsay or third party feedback (for example, 
“so and so said”).   
 
Should you gain any information/intelligence (for example: car registration plates, names, nicknames, addresses) 
from YP who are vulnerable or open to CSE (child sexual exploitation) please – as well as following the standard 
procedure - also identify the CSE team for the relevant area, fill out the relevant form (see below) and email it to 
the email address shown. 
 
The forms can be downloaded from the ‘Safeguarding’ folder in the ‘Documents’ area of the Intranet 
 
The ‘Engage’ form should be used for:     The ‘Awaken’ form should be used for  

• Blackburn with Darwen     * Blackpool 
• Burnley       * Fylde 
• Hyndburn       * Lancaster 
• Ribble Valley       * Morecambe and Wyre 
• Pendle and Rossendale 

 
The ‘Deter’ form should be used for: 

• Preston 

• Chorley 

• South Ribble 

• West Lancashire 
 
The 5x5x5 Information Intelligence Report Form A form should be used for: 
 

• Bolton  Phoenix.ExitTeam@gmp.police.uk 

• Bury  buryphoenix.cse@gmp.pnn.police.uk 

• Manchester protect.team@gmp.police.uk 

• Oldham Operation.Messenger@gmp.police.uk 

• Rochdale sunrise.rochdale@gmp.pnn.police.uk 

• Salford  protect.team@gmp.police.uk 

• Stockport Phoenix.stockport@gmp.pnn.police.uk 

• Tameside childsexualexploitation.tameside@gmp.pnn.police.uk 

• Trafford phoenix.trafford@gmp.pnn.police.uk 

• Wigan  WiganPhoenixCSETeam@gmp.police.uk 
 
The Cumbria Constabulary do not have a specialised unit (as at September 2017). Details should, therefore, be 
submitted via their 101 email address – 101emails@cumbria.police.uk  
  

mailto:101emails@cumbria.police.uk
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Intelligence/information submission Form 
INTELLIGENCE is relevant to our line of business, it can form part of an ongoing enquiry, it can relate 
to criminality, it can provide background information, it can fill in blanks, and it can identify behaviour 
trends, hotspot areas and potential offenders.  The original source IS KNOWN 
INFORMATION is hearsay OR third party….so and so said.  The original source is NOT KNOWN 

What INTELLIGENCE do you want to share? Include full details, names, date of birth, address etc. 
 
 
 
 
 
 
 
Once completed please email to Engage@lancashire.pnn.police.uk 

How do you know? Informed by YP 
 

Submitted by:  Date:  

 
 

Police response -   

To be 
developed? 

Discussed in 
brief? 

Allocated to: Added to  
Caseman 

NFA Source  
notified 

      

 
  

mailto:Engage@lancashire.pnn.police.uk
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Intelligence/information submission Form 
INTELLIGENCE is relevant to our line of business, it can form part of an on-going enquiry, it can 
relate to criminality, it can provide background information, it can fill in blanks, and it can identify 
behaviour trends, hotspot areas and potential offenders.  The original source IS KNOWN 
INFORMATION is hearsay OR third party….so and so said.  The original source is NOT KNOWN 

What INTELLIGENCE do you want to share? Include full details, names, date of birth, address etc. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Once completed please email to Awaken@lancashire.pnn.police.uk  

How do you know?  
 

Submitted by:  Date: 

 
 

Police response -   

To be 
developed? 

Discussed in 
brief? 

Allocated to: Added to  
Caseman 

NFA Source  
notified 

      

 
  

mailto:Awaken@lancashire.pnn.police.uk
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Intelligence/information submission Form – 
CSE Deter 

INTELLIGENCE is relevant to our line of business, it can form part of an ongoing enquiry, it can relate 
to criminality, it can provide background information, it can fill in blanks, and it can identify behaviour 
trends, hotspot areas and potential offenders.  The original source IS KNOWN 
INFORMATION is hearsay OR third party….so and so said.  The original source is NOT KNOWN 

What INTELLIGENCE do you want to share? Include full details, names, date of birth, address etc. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Once completed please email to CSEDeter@lancashire.pnn.police.uk 

How do you know?  
 

Submitted by:  Date: 

 
 

Police response -   

To be 
developed? 

Discussed in 
brief? 

Allocated to: Added to  
Caseman 

NFA Source  
notified 

      

 
  

mailto:CSEDeter@lancashire.pnn.police.uk
https://www.google.co.uk/url?sa=i&rct=j&q=&esrc=s&source=images&cd=&cad=rja&uact=8&ved=0ahUKEwjpjei04IXSAhVHshQKHQmIDEkQjRwIBw&url=https://www.safeguardingkids.co.uk/child-safeguard-courses.php?id%3D24&bvm=bv.146496531,d.ZGg&psig=AFQjCNEcgBtUsLQRY_mohmETRSwdYwvD6w&ust=1486823341916953
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5x5x5 Information Intelligence Report Form A 

ORGANISATION AND 
OFFICER  

DATE/TIME OF 
REPORT 

 

INFORMATION/INTELLIGENCE 
SOURCE/INTELLIGENCE REPORT URN 
SOURCE REF NO. (ISR) 

 REPORT URN  

SOURCE AND INFORMATION/INTELLIGENCE EVALUATION TO BE COMPLETED BY SUBMITTING OFFICER 

SOURCE 

EVALUATION 
A 

Always reliable 

B 

Mostly reliable 

C 

Sometimes reliable 

D 

Unreliable 

E 

Untested source 

INFORMATION/ 
INTELLIGENCE 

EVALUATION 

1 
Known to be true 
without reservation. 

2 
Known personally to 
source but not to the 
person reporting 

3 
Not known personally 
to the source, but 
corroborated. 

4 
Cannot be judged. 

5 
Suspected to be false 

REPORT 

PERSON RECORD:  DOB:  NIB CRO:  

OPERATION NAME/NUMBER:  S I H 

    

INTELLIGENCE UNIT ONLY 
HANDLING CODE 

To be completed by 
the evaluator on 
receipt and prior to 
entry onto the 
intelligence system 

To be reviewed on 
dissemination 

1 

Permits dissemination 
within the UK police 
service AND to other 
law enforcement 
agencies as specified 

(See guidance) 

 

2 

Permits dissemination 
to UK non prosecuting 
parties 

 
 
(Conditions apply, see 
guidance) 

 

3 

Permits dissemination 
to (non EU) foreign law 
enforcement agencies 

 
(Conditions apply, see 
guidance) 

4 

Permits dissemination 
within originating 
force/agency only: 
specify reasons and 
internal recipient(s) 

Review period must be 
set 

(See guidance) 

5 

Permits dissemination 
but receiving agency to 
observe conditions as 
specified 

 
(See guidance on risk 
assessment) 

5x5x5 REVIEWED BY: 
 

REVALUATED:       YES         NO  

CROSS-REF URN: 
 

TIME/DATE OF REVIEW: 
 

DISSEMINATED TO:  
 

PERSON DISSEMINATING TIME/DATE:  
 

DETAILED HANDLING INSTRUCTIONS:  
 

PUBLIC INTEREST IMMUNITY: 
  

GPMS: RESTRICTED       CONFIDENTIAL         SECRET            
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INPUT ONTO INTELLIGENCE SYSTEM:     YES         NO  

SIGNATURE (PAPERCOPY): 

 
 

GPMS RESTRICTED      CONFIDENTIAL       SECRET         

GPMS RESTRICTED      CONFIDENTIAL       SECRET         

5x5x5 Continuation Form B 

INFORMATION/INTELLIGENCE 

SOURCE/INTELLIGENCE REPORT URN 

SOURCE REF NO. (ISR) 

 REPORT URN  

REPORT 

NOMINAL:  DOB:  NIB CRO:  

OPERATION NAME/NUMBER:  S I H 

    

GPMS RESTRICTED      CONFIDENTIAL       SECRET         
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Guidance to partner agencies 
 
Due to how this information is going to be used it is important that it is recorded accurately with as much detail as 
possible.  Please consider the following points in completing the form: 
 

• Time and date information was obtained  

• Time (period of time) and date incident occurred  

• Who the information is from, include full name, DOB, addresses and contact details etc  

• How did this information come to light, i.e. strategy meeting, CAF, home visit, third party, relative etc  

• Who else is aware of this information and has it been recorded elsewhere (this is critical as disclosure of 
this information may pose a risk to that person)  

 
Please note this is not an exhaustive list and please use your professional judgement.  
 
If the information was supplied by someone other than yourself, on a scale of 1-5 how reliable do you think they 
are?  

You are also being asked to make an assessment of the reliability of the person providing the information.  This is 
to allow the police to assess the value of the intelligence and will be treated as confidential. It will be subjective but 
please try and be as accurate and reliable when making this assessment.  

(1 = Always Reliable to 4 = Unreliable, 5 = cannot be judged/Untested)  

How accurate is the information on a scale of 1-4?  

(1 = Known to be true beyond doubt to 4 = suspected to be false, 5 = cannot be judged)  

(If you are not able to say re above two questions please state rather than guess)  

If the information is from a 3rd party would they be willing to engage with the Police?  

Send to:  protect.team@gmp.pnn.police.uk 

 

Guidance for CSE teams  

• The intel report should be sent direct to a secure email address viewed only by Protect officers.  

• Protect officer then inputs direct onto FIS where it will be important to name the source of information.  

• Tick yes when the box "does this intelligence need to be referred to the dedicated handling unit". 

• Location of the original notes needs to be the e-mail. 

• All emails need to be stored in a folder in case of audit trail.  

• Put in body of text that it needs to be for Protect DI only so that FIO doesn't give it to INPT and duplicate 
work.  


